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Analyst Program

Lead Generation 
300-lead guarantee with 
no cap.  

Branding 
Cobrand the report results whitepaper and 
webcast with SANS, the global leader in 
cybersecurity training, certification and research. 

Thought Leadership 
Collaborate with our best SANS 
authors who are at the forefront of the 
ever-changing war on cybersecurity. 

Why Sponsor the SANS 2021 Endpoint Security Report

A SANS 2021 Report

There is an internet security truism that says, “The internet is actually pretty secure--it is all those vulnerable endpoints 
that are the problems.” Despite years of spending more and more on endpoint security, more than 70% of successful 
attacks still involve compromised endpoints.
Securing user devices is a complex problem, but it is not an unsolvable problem. Many enterprises have made dramatic 
improvements in meeting business demands for user applications and internet access while successfully avoiding or 
mitigating business risks. However, no single solution or product is the answer to every organization’s endpoint security 
problem.
This SANS whitepaper will detail a decision framework that security managers can use to map their existing IT 
management and security operations capabilities to the best mix of endpoint security tools and products. The decision 
framework will incorporate concepts from the CIS Critical Security Controls and the MITRE ATT&CK® framework, along 
with SANS experience from the WhatWorks program. The paper will define common success patterns and strategies 
for closing gaps and moving to higher levels of endpoint security. Specific products will not be recommended, but the 
patterns will detail the most effective mix of technologies, such as endpoint protection platforms, endpoint detection 
and response, network access control, threat hunting, isolation and other emerging technologies.
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Making Revolutionary Gains 
in Security on Your Endpoints

About the Author

John has over 35 years of experience in computer, network and information security. He was Gartner’s 
Lead Security Analyst for 13 years, working with global 5000 corporations and major technology and 
service providers. John began his career at the National Security Agency, where he designed secure 
voice systems, and the United States Secret Service, where he developed secure communications and 
surveillance systems. He has testified before Congress about cybersecurity, was named one of the 15 
most-influential people in security in 2008 and is an NSA-certified cryptologic engineer.

John Pescatore, Director of Emerging Security Trends, @john_pescatore
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Additional Sponsorship Opportunities

Associated Single-
Sponsored Webcast

Sponsor your own webcast that aligns with the SANS 2021 Endpoint Security Report. The webcast will be 
promoted by SANS. 200-lead guarantee with no cap and continued lead generation as a SANS archive 
webcast. 

Associated Paper or 
Product Review

Publish a custom paper based on a segment of the report that is of interest to you or a product review 
that calls on the report as an entry point to the review. This associated paper includes a webcast.

Associated Video
Have a SANS expert interview a representative of your company. The sponsor will receive a branded 
video(s) of the interview. The video will also be available on the SANS website for lead generation. SANS 
will organize all logistics.

Sponsorship Inclusions Gold Platinum

Whitepaper
Sponsors will receive a draft of the paper for review and a final, branded whitepaper for their use.  

Webcast 

The whitepaper includes an associated webcast presented by the author. Sponsors will receive the 
webcast recording for their own promotions. Webcasts are archived for one year after the webcast 
date. Registrations may still be processed for archive viewing of the webcast. 300-lead guarantee with 
no cap.
Webcast Date: TBA

 

Associated Panel Discussion Webcast
The author will host a panel discussion with up to three sponsors discussing the SANS 2021 
Endpoint Security Report. The webcast will be promoted by SANS. Sponsors will receive 
the webcast recording for their own promotions. 100-lead guarantee with no cap. 
Limited to three sponsors
Webcast Date: TBA



To see additional SANS Surveys and Analyst Papers, click here.

Lead Submission & Promotions
Lead Submission
The initial installment of leads from the webcast will be provided within two business days of the live webcast. Additional leads will be 
provided on a regular basis for the first three months following the webcast. After three months, leads will be provided as requested.

Promotions
Webcasts: Promotion of the report presentation webcast and the panel discussion webcast will begin one week after the report 
closes. The webcast will be promoted via a weekly email blast to SANS opt-in audience, SANS e-newsletters and social media.
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