The increasing use of cloud and the adoption of BYOD (Bring Your Own Device) policies are contributing to the strong appeal that zero-trust architectures have for both commercial and government organizations. Furthermore, the release of the Draft Publication on Zero Trust by NIST in late 2019 guarantees that this will be one of the most discussed topics by the infosec community in 2020.

But is Zero Trust just a new marketing buzzword, a simple iteration over the well-known least privilege mindset, or a truly innovative strategy? Is Zero Trust truly attainable? If so, how do you get started and what are some of the tools and technologies that are available to implement it?

The SANS Zero Trust Forum brings together information security professionals that are seeking to implement zero trust best practices and cybersecurity vendors that are offering effective solutions to address the adversaries that are already on the network.

Sponsorship Opportunities

**Platinum (Limited Availability)**
- Session or panel speaking slot
- Receipt of all leads from Simulcast and archived Simulcast viewings
- Receive edited and full mp4 recording of the sessions
- Premium logo placement and advertisement of sponsorship level in marketing information

**Silver**
- Branding only
- Receipt of all leads from Simulcast and archived Simulcast viewings
- Logo included in marketing materials

Sample Agenda
- Opening Keynote - Chairperson
- Case Studies or Chairperson Discussions
- Industry Panel
- Closing Address

Contact us at vendor@sans.org for more information on sponsoring.