
Melbourne 2016
Jasper Hotel     |     16-21 May

Save  
USD$350
Register & pay before  

30 March.

sans.org/event/melbourne-2016

S E C 6 6 0 
Advanced Penetration 

Testing, Exploit Writing,  
and Ethical Hacking
16-21 May   |   GIAC Cert: GXPN 

Senior Instructor: Stephen Sims
This course provides attendees with in-
depth knowledge of the most prominent 
and powerful attack vectors and furnishes 
an environment to perform these 
attacks in numerous hands-on scenarios.  
It shows penetration testers how to 
model the abilities of an advanced 
attacker to find significant flaws in a 
target environment and demonstrate the 
business risk associated with these flaws.

S E C 5 7 5 
Mobile Device Security and 

Ethical Hacking
16-21 May   |   GIAC Cert: GMOB 

Certified Instructor: Tim Medin

For all of its convenience, however, the 
ubiquitous use of mobile devices in the 
work place and beyond has brought new 
security risks.  As reliance on these devices 
has grown exponentially, organizations 
have quickly recognized that mobile 
phones and tablets need greater security 
implementations than a simple screen 
protector and clever password.  These 
devices have become hugely attractive and 
vulnerable targets for nefarious attackers.

F O R 5 7 2 
Advanced Network Forensics 

and Analysis
16-21 May   |   GIAC Cert: GMON 
Certified Instructor: Philip Hagen

FOR572 was built from the ground up 
to cover the most critical skills needed to 
mount efficient and effective post-incident 
response investigations.  We focus on 
the knowledge necessary to expand the 
forensic mindset from residual data on the 
storage media from a system or device 
to the transient communications that 
occurred in the past or continue to occur.

“SANS takes you to 

places you never thought 

of – to be the best you 

need to be trained by  

the best – SANS” 

-R. Vekaria, BP

GIAC Approved Training

S E C 5 1 1 
Continuous Monitoring and 

Security Operations
16-21 May   |   GIAC Cert: GMON 

Senior Instructor: Eric Conrad

The traditional perimeter-focused, prevention-
dominant approach to security architecture 
has failed to prevent intrusions.  No network 
is impenetrable, a reality that business 
executives and security professionals alike 
have to accept.  Prevention is crucial, and 
we can’t lose sight of it as the primary 
goal.  SEC511 teaches a proactive approach 
to security and is needed to enhance the 
capabilities of organizations to detect threats 
that will inevitably slip through their defenses.
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