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About Lockheed Martin

- 97,000 Employees
- 60,000 Scientists, Engineers and IT Professionals
- Global Operations: 500+ Facilities In Over 70 Countries
- 4 Internet Gateways
- ~1PB Full Packet Capture Storage
- 10 Billion Sensor Events per Day

- 92 Million Emails per Week
- 450 Million Web Requests per Day
- 10 Million Blocked Web Requests per Day
- 3.3 Million IP Addresses
- 145,000 Managed Desktops
- 800,000 Active Directory Objects

We never forget who we’re working for™ …and neither do the adversaries!
“Security Awareness, We’re evolving our strategy”
“Security Awareness, Continuing the Journey”
From The I Campaign to New Frontiers
We headed back to ……
Overall Approach

Key Philosophies
- Engaging awareness tactics
- Personalizing cyber behaviors - WIIFM
- Recognizing good behaviors
- Focused collaboration

Strategies & Goals
- Improvement in metrics
- Execute on training
- Enhance awareness portal
- CIO engagement

Multifaceted Awareness Effort Reaching All Employees

Phocused Phishing
Enterprise Email Testing
#WhatComesAfterI
Education & Training

Ensure Protection of LM Assets and Resources

Understand the Awareness concerns of our Employees
Where we’re at…

• Focused Teaming / Collaboration
• Targeted & General Audiences
• Impressive, real time analytics
• Video Series Execution
• Phishing Tool Enhancement
Targeted Audiences

Got kids? Get smart on "Protecting Today's Kids Online" courtesy of this month's SANS' "Securing the Human" short security awareness video.

Cyber Security Awareness Videos | Information Security Awareness Videos | SANS - "

Social Media Risks

- Fabricate Profile
- Engage Targets
- Establish Trust
- Deliver Malware

Reimagined Social Engineering

- Adversaries use social media to target employees directly
- Bypasses most email and web browsing controls
- Blending cyber threats with human intelligence collection

Example Malicious LinkedIn

Protect Yourself and Lockheed Martin

1. Review and Update Security and Privacy Settings
2. Be Careful – Do Not to Disclose LM Sensitive Information
3. Don’t Know the Sender? Don’t Reply – Delete or Report
4. Separate Accounts, Separate Passwords
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A few comparative metrics......

<table>
<thead>
<tr>
<th>Option</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>How savvy are you about social media phishing? Not sure? <strong>Quiz yourself.</strong> I'm not on social media.</td>
<td>31%</td>
</tr>
<tr>
<td>My kids handle my social media.</td>
<td>1%</td>
</tr>
<tr>
<td>I'm somewhat savvy.</td>
<td>26%</td>
</tr>
<tr>
<td>Privacy settings and smart sharing are second nature to me.</td>
<td>41%</td>
</tr>
</tbody>
</table>
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A few comparative metrics……

**Bad Actions vs. Good Actions**

- **Bad Action metrics**
  - Overall % improvement since B/L test: 57.7% (each % represents how much of the overall improvement happened that year)

- **Good Action metrics**
  - Overall rate of improvement since B/L test: ~90X (each “value” represents how much of the overall improvement happened that year)

**Continuous Improvement**
Lessons Learned / Steps to take Back

• Avoid “Wheels on the Bus” syndrome
• Engage, Engage, Engage
• Come to terms w/where you *really* are
• Strategize on where you need to go
• Involve those with “Stake in the Game”
• Keep your hand on the throttle
Long term sustainment possible, but must come with focus and strategies to continually address current issues AND our diverse and ever changing employee base.
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  - Title: Covershots 7-21-09
  - Author: Chris Drum
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- Slide 6: Amiss
  - NOTE: If you want permission to reprint Universe Today You have our permission. There, that was easy. You don’t even have to ask us. We’d appreciate it if you gave Universe Today credit, though. Just put a link that says that it was originally published on Universe Today. “Hey Cheryl, that’s a NASA image that’s in the public domain. All NASA images are, so it's safe to use it. Credit it to NASA. Fraser”

- Slide 7: https://www.flickr.com/photos/lockheedmartin/

- Slide10: Moon Walk
  - NOTE: Using Images and Videos: Images and Videos on Pixabay are released under Creative Commons CC0. To the extent possible under law, uploaders of Pixabay have waived their copyright and related or neighboring rights to these Images and Videos. You are free to adapt and use them for commercial purposes without attributing the original author or source. Although not required, a link back to Pixabay is appreciated

- Slide 14: Moon Ladder
  - NOTE: NASA content - images, audio, video, and computer files used in the rendition of 3-dimensional models, such as texture maps and polygon data in any format - generally are not copyrighted. You may use this material for educational or informational purposes, including photo collections, textbooks, public exhibits, computer graphical simulations and Internet Web pages. This general permission extends to personal Web pages.
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