
SANS institute and The Research and Education Networking 
Information Sharing and Analysis Center (REN-ISAC)

Improving your Security Posture

In today’s business environment, cyber threats appear as fast as a mouse click and an educated 
workforce is the best defense against cyber-attacks.  Through the partnership program eligible 
program participants: 
• Curb budget constraints
• Make a clear impact on national security
• Mitigate institutional liability
• Gain access to superior training at highly discounted rates

Special Offer:
For a limited time, save up to 70% when you purchase SANS technical and 
security awareness training through our partnership purchase window. Special 
discounts are available from  December 1, 2016 to January 31, 2017.

Get the training you need, at an affordable cost, to make a positive impact on 
our collective cyber security.

A Partnership Program for 
Accredited Educational Institutions 

A Smart Approach To Security Awareness & Training
www.sans.org/partnership/education



The Research and Education Networking Information Sharing and Analysis Center (REN-ISAC) and 
SANS Institute partnership draws on the shared mission to ensure that lnfoSec practitioners in 
critical organizations have the skills needed to protect national security and enhance cyber 
security readiness and response. This program offers both security awareness and online 
technical training courses to qualifying organizations at a substantial cost savings. 

About the SANS/ REN-ISAC Partnership:

Comments about the 
partnership from 
past students

““We just purchased Securing 
the Human, which I think is 
the best I have ever seen. In 
addition it’s backed up by 
SANS extensive experience 
and knowledge base in 
infosec.”
--Karen McDowell,  University 
of Virginia

“Well organized, great 
implementation and 
evaluation tips, lots of good 
takeaways.”
--Marcelle Lee, Anne Arundel 
Community College
 
““Very relevant to my work 
situation. David breaks a 
complicated subject into 
very easily understood 
segments.”
-Marc Baker, State College of 
Florida 

“E“Excellent content that can 
be leveraged immediately!” 
-William Smith Jr., 
The Johns Hopkins 
University Applied Physics 
Laboratory

““Instructor adds good value 
by providing interesting 
personal stories to content.” 
–Travis Carrol of UCSC about 
SEC504: Hacker Techniques, 
Exploits & Incident Handling 
 

To learn more about the partnership 
visit www.sans.org/partnership/education 
or contact Jay Armstrong, SANS Partnership Manager 
jarmstrong@sans.org 614.543.0357

SECURING THE HUMAN: While technical training is of paramount importance, SANS also recognizes 
that non-technical individuals need training on awareness and compliance if information security is to 
be achieved across an entire organization. Securing The Human goes beyond compliance and focuses 
on changing human behavior to offer a complete security awareness solution. Through the SANS 
partnership, qualiöed organizations can save on several key Securing The Human products:

STH.EndUser - Comprehensive Security Awareness based on the 20 Critical 
Security Controls.

STH.DSTH.Developer - Software security training for Developers pertaining to OWASP Top 10 Web 
Vulnerabilities and SDLC.

STH.Healthcare - Computer based Security Awareness training tailored for healthcare 
organizations.

SANS premier Online Technical Training is a øexible and effective option for information security 
professionals of all experience levels to complete SANS' top training from anywhere in the world. Save 
55% when you purchase training credits during one of our partnership purchase windows.  Online 
training credits may be redeemed for any course offered in our two most popular online training 
formats: OnDemand and vLive. Security professionals have their choice from over 30 courses and 
certiöcations in disciplines that include:

•   Cyber Defense
••   Penetration Testing
•   Forensics

NetWars Continuous: Allows participants to build their skills on their own time over a four-month 
period working from their office or home across the Internet. Participants can experiment with new 
techniques in this Internet-accessible cyber range. Test Hands-on skills in several key areas:

• Vulnerability Assessments 
• System Hardening 
•• Malware Analysis 
• Digital Forensics 
 

• Incident Response 
• Packet Analysis 
• Penetration Testing 
• Intrusion Detection Pricing

•   Management
•   Industrial Control Systems


