Nomination Form
2012 National Cybersecurity Innovation Awards 

As a cybersecurity community, we need to find and celebrate the innovators so that the most powerful ideas can spread far and wide. 
Innovators in Cybersecurity Wanted

If more organizations were to follow the lead of those that are most effective in cybersecurity, countless cyber attacks could be stopped, huge amounts of sensitive information could be kept out of malicious hands, and hundreds of millions of dollars wasted on ineffective cybersecurity measures could be saved. The 2012 National Cybersecurity Innovation Awards seeks to find those effective organizations and highlight their innovations.  A trusted and prestigious panel of judges who know what actually works will identify 25 awards for proven innovation and 10 more awards for promising innovations. 

The winners will be featured at a special plenary session at the National Cybersecurity Conference in October 2012. By presenting their innovations and lessons learned along the way, these award-winning professionals will help others follow in their footsteps.  Substantial web and press coverage will serve to disseminate their innovations as widely as possible.

Criteria

We recognize that innovation in the delivery of cybersecurity can take many shapes. We are looking for ideas big or small that have resulted in tangible improvements in risk reduction on a large scale.  Awards will be made in six areas, although the judges may add other areas to accommodate exciting nominations:

· Continuous monitoring, with particular emphasis on automated monitoring of the 20 Critical Controls 

· Advanced targeted attack defenses and discovery

· Mobile device management 

· Cloud security innovation

· Authentication and Identity management

· Other technology-based innovations

Nominees will be assessed based on three broad criteria:

· Cybersecurity impact – The project team and tool(s) being nominated should have contributed to the prevention, control, or mitigation of cyber attacks through significant improvements in the quality of the technology and processes being deployed. 


· Innovation and creativity – The nominee should have applied imaginative and pioneering approaches to overcome difficult challenges to deploying and perfecting cybersecurity defenses. Innovation is not the same as invention. Even simple ideas applied in creative ways to overcome real-world challenges can be considered innovative.


· Scale – The nominee’s innovation should be at scale or suitable to be implemented at scale within the nominee’s agency or enterprise and in other large enterprises in this country and possibly around the world.

Eligibility

The 2012 National Cybersecurity Innovation Awards are open to individuals from governments, corporations, academic institutions, and other non-profit and for-profit organizations. 

Instructions

Please complete this form online and email it to ncia@sans.org
Nominations will be accepted through July 6, 2012 at 11:59 PM Eastern Daylight Time. 
	Nominator

	First name*
	     
	Last name*
	     

	Nominator’s organizational affiliation*
	     
	Mailing address*
	     

	Title*
	     
	City*
	     

	Telephone number*
	     
	State/Province
	     

	Email address*
	     
	Postal code
	     
	Country*
	     


* Required field

One or more (up to 10) individuals can be nominated. Attach additional pages as needed.

	Nominee-1

	First name*
	     
	Last name*
	     

	Organizational affiliation*
	     
	Mailing address
	     

	
	
	City
	     

	Title
	     
	State/Province
	     

	Telephone number*
	     
	Postal code
	     

	Email address*
	     
	Country*
	     


* Required field

	Nominee-2

	First name*
	     
	Last name*
	     

	Organizational affiliation*
	     
	Mailing address
	     

	
	
	City
	     

	Title
	     
	State/Province
	     

	Telephone number*
	     
	Postal code
	     

	Email address*
	     
	Country*
	     


* Required field

	Nominee-3

	First name*
	     
	Last name*
	     

	Organizational affiliation*
	     
	Mailing address
	     

	
	
	City
	     

	Title
	     
	State/Province
	     

	Telephone number*
	     
	Postal code
	     

	Email address*
	     
	Country*
	     


* Required field

	Nominee-4

	First name*
	     
	Last name*
	     

	Organizational affiliation*
	     
	Mailing address
	     

	
	
	City
	     

	Title
	     
	State/Province
	     

	Telephone number*
	     
	Postal code
	     

	Email address*
	     
	Country*
	     


* Required field

	Nominee-5

	First name*
	     
	Last name*
	     

	Organizational affiliation*
	     
	Mailing address
	     

	
	
	City
	     

	Title
	     
	State/Province
	     

	Telephone number*
	     
	Postal code
	     

	Email address*
	     
	Country*
	     


* Required field

Nominee Name:      
	Essay #1*

	What is the innovation itself? 

In 500 words or less, describe the innovation itself.  What new idea led to improved security quality and coverage and measurable risk reduction?  What problem did the innovation help overcome? What impact has the innovation had and how was that impact measured?  To what degree is the innovation already at scale, or suitable to be taken to scale?



* Required field

 MACROBUTTON  DoFieldClick [Click here to type answer. Please do not adjust font or type size. Thank you.]
Nominee Name:      
	Essay #2*

	Who benefited from this innovation?

In 300 words or less, describe the organization that benefited from the innovation.  Where did the work take place?  What segment of the security problem was addressed?  To what degree has the innovation spread to other organizations?  With what impact?  To what degree are organizations actively sustaining the innovation?




* Required field

 MACROBUTTON  DoFieldClick [Click here to type essay. Please do not adjust font or type size. Thank you.]
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